INFORMATION TECHNOLOGY (IT) 21 - BACKGROUND





The principal elements of IT-21 are Asynchronous Transfer Mode (ATM) local area networks (LANs) afloat and LANS/wide area networks (WANs) ashore populated by state-of-shelf personal computers (PC).  These networks integrate tactical and tactical support applications with connections to enhanced satellite systems and ashore networks.  It will be supported by regional network operating centers and all elements will be Defense Information Infrastructure (DII) Common Operating Environment (COE) compliant.


IT-21 provides for accelerated implementation of  customer-led C4I innovations(demonstrated usage of existing technology but not programs of record) and existing C2 systems/capabilities (programs of record.)


The goal of IT21 is to enable the warfighter to exchange classified and unclassified, tactical and non-tactical information from a single desktop computer, shorten timelines, and increase combat power. IT-21 is one of the Navyís responses to adapt and develop new operational concepts in an ever changing environment. As the commercial world shifts and adapts to technology, the military must also. The warfare analogue is the shift from platform centric to network centric warfare.  The focus of platform centric warfare is mass on mass requiring extensive physical infrastructure, large overhead and immense capital expenditure.  Conversely, networks leverage intellectual capital, focus information and increase combat power.  Network centric warfare uses a reduced infrastructure and overhead, and a non-traditional shift in the use of capital expenditures. 





IT-21 is a concept; an umbrella term for the consolidation of existing programs and innovative applications.  While there are no written requirements specifically addressing IT-21, there are written requirements for each of the programs under the IT-21 umbrella. 


 


This initiative provides a systematic manner to significantly upgrade and modernize the Navyís C4I networks.  Most importantly, it also ensures that appropriate information safeguards/security measures are included within the project.





�
NAVY SWITCH AND CABLE PLANT MODERNIZATION PROGRAM (NASCAMP)





The IT-21 Proof-of-Concept will enable the Department of the Navy to most efficiently use the funds via outsourcing if that method of acquisition is validated or via more traditional acquisition means as this program is designed to do.





Naval Shore Communications provides funding for the shore component of information transfer and includes funding for the Naval Switch and Cable Plant Modernization Program (NASCAMP), which is part of the Base Level Information Infrastructure upgrades.  A vital component of IT21 is the backbone over which information is transferred among shore sites.  NASCAMP provides the shore component of this backbone by installing Metropolitan Area Networks (MANs are LANs networking shore commands collocated within a defined metropolitan area {i.e. Norfolk} together), network management and upgrading switches and cable plants.


	


Funding under this program would be used to procure the hardware (SONET transmission managers, routers, etc.) to connect each base in a region to the leased connectivity of the MAN and to provide a network management capability for each MAN.  Additionally, funds would be used to upgrade existing base backbone to fiber optic cable and to provide appropriate equipment for network management of the backbone. The funds would accelerate the modernization intended under the Base Level Information Infrastructure plan.  It accelerates modernization of power projection bases in San Diego and Pacific Northwest.  Shore infrastructure must be modernized in order to support the modernization planned under IT-21 for the shipboard


infrastructures.  Shipboard ATM LANs will significantly increase the demands on the shore infrastructure.  Current dated technology at shore sites cannot support connectivity requirements to ships.





